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Expanded Offerings Enhance Zero Trust Enforcement and Modernize the Security Operations Center

SAN JOSE, Calif. and LAS VEGAS, Sept. 17, 2024 (GLOBE NEWSWIRE) -- (Fal.Con 2024) -- Zscaler, Inc. (NASDAQ: ZS), the leader in cloud
security, today announced a new set of AI and Zero Trust integrations with the CrowdStrike Falcon® cybersecurity platform to advance security
operations. The latest integrations with Zscaler Zero Trust Exchange™ Platform, Zscaler Data Fabric for Security, and CrowdStrike Falcon® Next-Gen
SIEM modernize security operations to provide advanced threat detection, response, and risk management.

Security operations center (SOC) teams are under constant pressure to assess and manage risks, detect threats early, and respond swiftly to security
incidents–all while facing an increasingly complex threat landscape. Siloed security data streams from disparate sources and arbitrary risk
assessment mechanisms across diverse environments create operational inefficiencies and delay response times that increase an organization’s
cybersecurity risks and possibility of a breach.

“Zscaler’s latest integrations with CrowdStrike represent a significant step forward in our collective mission to ease day-to-day work streams for IT
security and SOC teams,” said Punit Minocha, EVP of Business Development and Corporate Strategy, Zscaler. “Together, we can deliver a synergistic
approach to risk management, threat detection, and policy enforcement.”

“To defeat today’s threats, organizations must transform the SOC by harnessing the power of AI and automation to eliminate blind spots and stop
adversaries,” said Daniel Bernard, chief business officer at CrowdStrike. “CrowdStrike’s partnership with Zscaler is a critical step in advancing zero
trust enforcement, empowering organizations to transform their SOC, closing the gap between security and IT operations.”

The latest collaboration between Zscaler and CrowdStrike delivers:

Coordinated Threat Sharing, Detection and Response: Through the Falcon Foundry for Zscaler app, which serves as a
foundation for Zscaler’s integration with CrowdStrike Falcon® Next-Gen SIEM, mutual customers can leverage pre-built
scripts for threat intel sharing and quickly build custom SOAR workflows.
Holistic Cyber Risk Quantification and Visualization: Zscaler Risk360’s integration with the Falcon platform provides
security teams deep insights into the contributing factors of an organization's risk, by pulling in rich incident, asset, and
vulnerability data from Crowdstrike.
Security Data Contextualization and Unified Vulnerability Management: Zscaler’s Data Fabric for Security enriches
and correlates CVE (common vulnerabilities and exposure) data from the Falcon platform with concurrent data streams to
provide contextualized, real-time insights into vulnerabilities and exposures across the enterprise ecosystem.
Adaptive Access Policy Enforcement: CrowdStrike enhances Zscaler's Adaptive Access Engine by providing active
security incident signals from the Falcon platform. The integration adds a rich layer of context to policy enforcement,
making device posture-driven zero trust access control even more robust.

For detailed information about this integration and benefits provided, please visit us here.

About Zscaler
Zscaler (NASDAQ: ZS) accelerates digital transformation so customers can be more agile, efficient, resilient, and secure. The Zscaler Zero Trust
Exchange™ platform protects thousands of customers from cyberattacks and data loss by securely connecting users, devices, and applications in any
location. Distributed across more than 150 data centers globally, the SASE-based Zero Trust Exchange™ is the world’s largest in-line cloud security
platform.

Zscaler™ and the other trademarks listed at https://www.zscaler.com/legal/trademarks are either (i) registered trademarks or service marks or (ii)
trademarks or service marks of Zscaler, Inc. in the United States and/or other countries. Any other trademarks are the properties of their respective
owners.

Forward Looking Statements

This press release contains forward-looking statements that are based on our management's beliefs and assumptions and on information currently
available to our management. These forward-looking statements include the expected benefits to customers from the Zscaler and CrowdStrike
partnership. These forward-looking statements are subject to the safe harbor provisions created by the Private Securities Litigation Reform Act of
1995. A significant number of factors could cause actual results to differ materially from statements made in this press release, including those factors
related to our ability to successfully integrate technologies. Additional risks and uncertainties are set forth in Zscaler’s most recent Annual Report on
Form 10-K filed with the Securities and Exchange Commission (“SEC”) on September 12, 2024, which is available on our website at ir.zscaler.com and
on the SEC's website at www.sec.gov. Any forward-looking statements in this release are based on the limited information currently available to
Zscaler as of the date hereof, which is subject to change, and Zscaler will not necessarily update the information, even if new information becomes
available in the future.

About CrowdStrike
CrowdStrike (NASDAQ: CRWD), a global cybersecurity leader, has redefined modern security with the world’s most advanced cloud-native platform
for protecting critical areas of enterprise risk – endpoints and cloud workloads, identity and data.

https://www.globenewswire.com/Tracker?data=90StgyF8ZSN3OSrUeei43fmfmL-ohKt7b_4NP5Nkp687_WteX2Ou88Bd6DlwfibaEF1C1E7oE-eOzlFb8TLsz4pYiz0Q1q0H2wnwZYVu85w=
https://www.globenewswire.com/Tracker?data=faaWu5-qWoPMPIoSxg1-JxcD1vyA1J16xVj7KIxe1ATpqPOLqApoVJHD8nCUBpoK_T-wG8V_avRu3KmuDSmAc5OcecugDQjel1ILJxlvnnI0Bqk5zPdxcgH7tJWPMA0I7W5xRIXXOR7U-QtdEIDgMA==


Powered by the CrowdStrike Security Cloud and world-class AI, the CrowdStrike Falcon® platform leverages real-time indicators of attack, threat
intelligence, evolving adversary tradecraft and enriched telemetry from across the enterprise to deliver hyper-accurate detections, automated
protection and remediation, elite threat hunting and prioritized observability of vulnerabilities.

Purpose-built in the cloud with a single lightweight-agent architecture, the Falcon platform delivers rapid and scalable deployment, superior protection
and performance, reduced complexity and immediate time-to-value.

CrowdStrike: We stop breaches.

Learn more: https://www.crowdstrike.com/
Follow us: Blog | Twitter | LinkedIn | Facebook | Instagram
Start a free trial today: https://www.crowdstrike.com/free-trial-guide/

© 2024 CrowdStrike, Inc. All rights reserved. CrowdStrike, the falcon logo, CrowdStrike Falcon and CrowdStrike Threat Graph are marks owned by
CrowdStrike, Inc. and registered with the United States Patent and Trademark Office, and in other countries. CrowdStrike owns other trademarks and
service marks, and may use the brands of third parties to identify their products and services.
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